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Chapter 4

Upgrading from Windows NT

I. Introduction: Principles of upgrading

A. Upgrading a previous version of NT to Server 2000 has some distinct advantages.

1. It retains all application registry settings.

2. It retains all local resource configuration.

3. It retains Security Settings.

4. It retains desktop settings.

5. An upgrade can provide significant time savings when it comes to configuration.

B. Upgrading also has some disadvantages as well.

1. Any corrupted applications will still be corrupted after the upgrade.

2. Considerable driver changes are required, and could cause problems if not readily available after upgrade.

C. Upgrade planning factors include:

1. TCP/IP addressing and name resolution.

2. Determining the type of Server: 

a. PDC

b. BDC

c. Member Server

3. A Roll Back Plan, should the installation be unsuccessful.

4. Service Packs

a. Periodically Microsoft releases upgrades to their operating systems. These upgrades are called service packs. NT 4.0 received major improvements with Service Pack 3. 

b. Service Packs should be tested for conflicts or incompatibilities prior to deployment.

5. Installation failures

a. A failed installation can occur when using Windows 2000 Server. Such events should be incorporated into your planning, and afterward, analyzed to determine the cause.

II. Planning a Network Upgrade to Windows 2000

A. Networking Requirements

1. TCP/IP Requirements

a. Automatic Private IP Addressing (APIPA) should be used for networks with fewer than five servers.

b. DHCP is preferred for larger networks (using a pre-determined network ID) and scopes.

c. Static Addresses are necessary for permanent hosts on a network.

i. DHCP servers

ii. Internet Information Servers

iii. Some network printers

d. Exercise 4-1 on page 156 shows how to determine the current TCP/IP configuration.

This method only works for hosts with static TCP/IP setups. To determine the current configuration for DHCP clients, use the winipcfg utility (Windows 9x) or the ipconfig utility (Windows 98, NT, and 2000).

e. Domain Name System (DNS)

i. IP address resolution for domain naming schemes

ii. Necessary for e-mail

iii. Primary Name Resolution method for Windows 2000 Server

Have a good feel for the TCP/IP settings, beyond the IP address and subnet mask. Too often when dealing with IP addressing and the Internet, ISPs use DHCP, which configures these properties automatically. Each property has a specific purpose and must be understood completely in order to effectively configure TCP/IP.

2. Windows Internet Name Service (WINS)

a. A service developed for NetBIOS name resolution

b. Requires a static IP for WINS server 

c. Clients need to be configured to use the WINS server

3. Creating a Naming Strategy

a. Important for good administration

b. Use descriptive names for ease of administration

c. NetBIOS names are 15 characters long, with no spaces. The only special character that can be used is the dash.

B. Upgrade Strategy

1. Plan the roles of domain controllers in the domain.

2. Requires an NT 4.0 Primary Domain Controller

a. Upgrades to Windows 2000 Domain Controller designed to be used with Active Directory Service.

b. Not necessary to upgrade entire domain at the same time.

3. Upgrade should be conducted in this order:

a. Plan the upgrade

b. Prepare for the upgrade

c. Upgrade the PDC

d. Upgrade the BDC(s)

e. Upgrade the Member Servers

C. Importance of the Root Domain of the Forest

1. Organizational Units (OUs)

a. Trees

i. A group of one or more domains

b. Forests

i. A group of domain trees

ii. A forest does not provide global access between domain trees.

iii. Trusts are required for access between trees.

c. Schema of the forest

i. First domain controller to be upgraded becomes the root domain in the forest.

ii. The root domain contains the schema for the entire forest.

iii. Once the forest root domain is designated and created, it cannot be changed.

d. Selecting a Root domain

i. Selection of the root domain is critical since if there is a crash, the domain cannot be restored.

ii. Selection criteria

· Highest level of fault tolerance

· Location of administrators

iii. The root domain is the starting point for the entire forest of tree domains.

iv. Enterprise and Schema Administrators groups reside on the root domain and can administer the entire forest.

D. Restructuring Domains: Merging or Splitting

1. Domain Consolidation

a. The method of restructuring a domain.

b. Domains can be restructured within Windows 2000.

i. User and group accounts can be migrated from domain to domain without concern for Security Identifiers (SIDs).

ii. A domain controller can be demoted to a member server and moved to another domain.

iii. Remote administration tools are available for moving computers across domain boundaries.

III. Upgrading a Server from Microsoft Windows NT

A. An upgrade is an installation into the same partition and folder as the previous operating system. The following OSs can be upgraded by Windows 2000 Server.

1. Windows NT 3.51

2. Windows NT 4.0

3. Windows NT 4.0 Terminal Server

B. An important consideration is hardware compatibility.

1. Compatibility can be determined by using the HCL (Hardware Compatibility List).

2. Compatibility can also be determined by using the Winnt32 / checkupgradeonly command from the command prompt, which will initialize the Windows Compatibility Tool.

a. Generates a report named WINNT32.LOG in the <systemroot> folder.

3. Compatibility can be checked with the Windows 2000 Readiness Analyzer tool.

a. The Readiness Analyzer tool can be downloaded at www.microsoft.com/windows2000/upgrade/compat

b. The Readiness Analyzer tool works only with single boot configurations.

C. How To Upgrade Paths

1. Upgrading with a Compact Disc

a. From Windows NT or a Beta version of Server 2000:

i. Insert CD and let Autorun utility initiate installation.

ii. If current OS is Windows 95/98, then an upgrade is not possible. User will be prompted for a “clean installation.”

NOTE: If upgrade is the only option, the machine may first be upgraded to NT 3.51 or 4.0, and then to 2000. This is the upgrade path suggested by Microsoft.

2. Upgrading from a Network Distribution

a. This type of upgrade is similar to CD installation except consideration must be given to:

i. Network administrative permissions

ii. Network client configuration

3. Upgrading Using UNATTEND.EXE

a. Setup retrieves answers from an answer file (UNATTEND.TXT)

b. Eliminates user input

D. Minimum Hardware Requirements

1. Upgrade requirements are basically the same as for a clean installation.

a. Additional hard disk space must be taken into account for the domain being upgraded.

b. Be sure that the hardware is on the HCL.

2. Basic hardware requirements:

a. A 133MHz Pentium or higher CPU

b. Up to four CPUs can be supported.

c. 256MB of RAM is the recommended minimum; 128MB of RAM is the minimum supported; 4GB of RAM is the maximum supported.

NOTE: 2000 Server will run on a 64MB machine, but these guidelines are the ones issued by Microsoft. Chapter 2 mentions the 64 MB minimum, so point out that Microsoft’s guidelines are the ones students will be tested on.

d. To install Windows 2000 Server, the setup process needs about 1GB of free space. You will need a minimum of 671MB of free space, with 2GB recommended for the partition on which Windows 2000 Server is being installed.

E. Rollback Strategy

1. Consideration must be given to the possibility of a failed rollout of Server 2000. Therefore a plan must be in place to roll back or correct problems without losing the entire domain.

2. Before upgrading the PDC, identify a BDC, synchronize it with the latest user information, and take it offline.

3. If the installation fails, you can bring the BDC back online and promote it to PDC until you resolve the problem and complete the Server 2000 installation.

F. Determining a Strategy and Performing Upgrades of Domain Controller to Windows 2000

1. Upgrading Primary Domain Controllers

a. Should be done first, after synchronizing with a BDC.

b. When the PDC is upgraded, it can de designated the first domain tree in the forest.

c. PDC can also be designated as a child domain in a larger schema.

2. Upgrading Backup Domain Controllers

a. The upgrade process is the same one used for PDCs.

b. BDCs can be upgraded incrementally, as needed.

c. Before upgrading, make sure the PDC is running and available.

d. Make sure the newly upgraded BDC is running correctly before upgrading the next one.

3. Switching from Mixed to Native Mode

a. Mixed Mode allows Windows NT domain controllers to operate in a Windows 2000 domain.

b. Native Mode allows only Windows 2000 domain controllers to operate in a domain.

c. Once you switch to Native Mode, you cannot switch back.

d. Exercise 4-2 on page 176 describes how to switch from Mixed Mode to Native Mode

G. Upgrade and Promote Member Servers to Windows 2000

1. You can upgrade existing Windows NT member servers before, during, or after the domain upgrade.

2. Install from the Windows 2000 Server CD-ROM by following the prompts provided.

3. Once a member server has been upgraded to Windows 2000 Server, it can be promoted to a domain controller.

4. Exercise 4-3 on page 177 describes how to upgrade a member server to a domain controller.

NOTE: Member servers acting as DHCP servers or DNS servers must be authorized in Active Directory before those services will be activated.

IV. Deploying Service Packs

A. Periodically Microsoft releases updates to the Operating System. These can include updates regarding hardware compatibility, bug fixes and other rewrites of OS components.

B. Testing service packs is recommended before a complete rollout.

1. Create test environments for each computer configuration.

2. Make sure the test computers have the desired hardware and software, and that they are performing the desired tasks.

C. Integrating Service Packs with Distribution Images

1. Use Service Pack Slipstreaming to implement service packs to a distribution image of Windows 2000 Server or Professional. 

2. Apply Service Pack with the UPDATE.EXE command and the /slip switch.

a. This overwrites the designated files with the updated service pack files.

V. Troubleshooting Failed Installations

A. Common Problems That Need Resolving:

1. CD-ROM condition

2. CD-ROM device itself

3. Partition size on the hard drive

4. Incorrect domain name

5. Hardware compatibility

B. Setup Logs

1. Information is logged to certain files as an installation occurs. These can be checked to locate problems that may have occurred during the installation.
a. SETUPACT.LOG — The Action log file contains details about the files that are copied during setup.

b. SETUPERR.LOG — The Error log file contains details about errors that occurred during setup.

c. SETUPAPI.LOG — This log file contains details about the device driver files that were copied during setup. It can be used to facilitate troubleshooting device installations, and contains errors and warnings along with a time stamp for each issue.

d. SETUPLOG.TXT — This log file contains additional information about the device driver files that were copied during setup.
2. Conduct Exercise 4-4 on page 189 to view the contents of a setup log.
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